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Vertiv™ Environet™ Alert 
Release Notes  

VERSION 1.3.3, DECEMBER 2021 

Release Notes Section Outline  
1.  Security Patch 

2. Supported Software Information 

3. Installation Best Practice 

4. Technical Support Information  

1. Security Patch 

The 1.3.3 version of Vertiv™ Environet™ Alert focuses on the Apache Log4j security/Java logging vulnerability. 

Version 1.3.3 Security Patch 

2. Supported Software Information 

• Client Browser (latest tested versions):  

• Microsoft Edge (91.0.864.41) 

• Firefox (89.0) 

• Chrome (87.0.4280.88) 

• Server Operating System:  

• Windows Server 2019 (Recommended) 

• Windows Server 2016 

• Windows 10 64-bit 

3. Installation Best Practice 
It is recommended that Vertiv™ Environet™ Alert, regardless of release version, be installed on an on-premise server on a private network, which is 
protected behind a firewall and other security provisions.  

4. Technical Support Information 

For technical support, please email dcimsupport@vertiv.com, or call 1-800-222-5877 and select option 7. 

 

REFERENCE NUMBER DESCRIPTION 

DE645 Log4j Security Vulnerablity Fix. Upgrade to include Apache Log4j version 2.17. 
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