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Vertiv™ Environet™ Alert 
Release Notes  

VERSION 1.4.0.1, FEBRUARY 2022 

Release Notes Section Outline  
1.  Features and Bug Fixes 

2. Supported Software Information 

3. Technical Support Information  

1. Features and Bug Fixes 

This version of Vertiv™ Environet™ Alert focuses on new features and bug fixes, including the addition of support for SNMP trap output. This release also 
includes other minor feature enhancements, performance improvements, and platform updates. For simplicity and clarity, not all minor tasks (with 
reference numbers) have been included in the release notes. 

Version 1.4 Features 

 

REFERENCE NUMBER DESCRIPTION 

US297 Rack Capacity as a real point 

US376 Floor Plans - Add ability to set size of label text 

US409 BACnet IP - Device Add - IP Scan 

US421 Alarm Report by Timeframe (24hrs) 

US422 Devices - Using points to populate meta-data 

US420 Device Template View - Template Meta-data 

US424 Points - Ability to switch temperature points from F to C 

US427 Show protocol columns for all protocols in Devices view 

US430 BACnet IP - When adding device, inform user if network is not configured 

US431 BACnet IP - Show that the BACnet network is not configured when viewing BACnet devices in the system 

US432 Tenant creation dialogue - make required fields obvious 

US441 Send SNMP Trap when Alarm is received 

US444 Add Contact Details to Device Page 

US445 Rename Rack Feed 

US451 Bulk Enable Alarming by Point Type - CSV 

US461  Ability to set an alarm class for ping failures on each device 
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Version 1.4.0.1 Features 

Version 1.4 Bug Fixes 

2. Supported Software Information 

• Client Browser (latest tested versions):  

• Microsoft Edge (95.0.1020.40) 

• Firefox (93.0) 

• Chrome (95.0.4638.69) 

• Server Operating System:  

• Windows Server 2019 (Recommended) 

• Windows Server 2016 

• Windows 10 64-bit 
 

3. Technical Support Information 

For technical support, please email dcimsupport@vertiv.com, or call 1-800-222-5877 and select option 7. 

REFERENCE NUMBER DESCRIPTION 

US501 Niagara Security Vulnerability NCCB-55568 web-rt Patch 

REFERENCE NUMBER DESCRIPTION 

DE494 BCM Panel layout can fail to set 

DE463 User text visualization, text field allows more characters than the system can save 

DE501 Comma in table search/filter causes search results to never load 

DE508 Visualizations using all matching search results with no filter does not work 

DE515 Bulk editing alarm value of Register Bit Modbus Points fails 

DE523 Dashboard widgets cannot be added if it has been saved blank 

DE533 Circuit Point Alarms are not whown on device or board/group events and alarms tab 

DE542 SNMP v3 devices do not come back online after card reboot 

DE543 Bulk editing enum point values fails 

DE548 Handling of the system default alarm class for traps 

DE551 LDAP user prototypes with escape characters does not work 

DE587 Calculated KWH and KW with no power goes to fault status 

DE598 Points Table and CSV Export shows entries that are not valid 

DE618 Filtering the alarm table by last alarm time never loads results 

DE637 Apache Log4j security vulnerabilities 
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